
 

 
 

REQUEST FOR INFORMATION  
 
Title of the project Supply, Delivery and Installation of Web Application 

Firewall for Colocation Site 
  

Date of Posting 28 March 2025 
 

Description To detect and prevent web applications attacks such 
as cross-site forgery, cross-site-scripting (XSS), file 
inclusion, and SQL injection against the bank online 
banking applications. WAF is also a part of the 
requirements for PCIDSS compliance for protecting 
web facing applications.  
 

Contact Details 
 

Marc Frederick R. Castillo 
Jay-R G. Jadren 
Tel No. 02 8405-7759, 7769 
 

 


